
Application Gateway
End to End Encryption – All traffic is HTTPS encrypted

DNS Access Only – Trying to access via IP addresses fails, 
protecting from port scanning tools

Monitors & Alerts – All activity is logged, monitored & alerted upon. 
Helping us to find and resolve issues before they impact you

Enhanced Protection – The gateway allows us to leverage more advanced protection from 
DDOS attacks and other cyber threats

Formpipe Cloud Servers
Resource Group – Multiple resources such as Compute Nodes and Databases, 
related to one another

Key Vaults – Controls access to and securely stores secrets, such as passwords 
and usernames

Storage – All Azure storage objects, such as blobs, file shares, disks and databases

Service Endpoint – Provides direct connectivity between 
Azure Resources without connecting to a public IPyber threats
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